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Dear Healthcare professional, 

 

The purpose of this letter is to advise you that Medtronic has identified potential cybersecurity vulnerabilities in 
the software of the Valleylab™ FT10 and Valleylab™ FX8 electrosurgical generators and vulnerabilities in our 
Valleylab™ FT10 and Valleylab™ LS10 electrosurgical generators. As a result, we have posted the attached 
security bulletins describing these potential issues on the Medtronic public-facing website, 
www.medtronic.com/xg-en/product-security/security-bulletins.html.   
 
The bulletins include important information for our customers. Please read the attached bulletins and complete 
the attached acknowledgement form. 
 
These security bulletins reference the items listed below: 

 

 
 
Medtronic is committed to unsurpassed product quality, reliability, security and patient safety.  If you have any 
questions related to the attached bulletins, please contact your Medtronic representative.  
 

Sincerely, 
 
Bryan Dannettell 
Vice President, Quality  
Surgical Innovations 
Medtronic 
 
 
 
 
 
 
 
 
Enclosure: 

- Medtronic Security Bulletin RFID 
- Medtronic Security Bulletin RSSH 

Item Code Description

VLFT10GEN Valleylab™ FT10 electrosurgical generator

VLLS10GEN Valleylab™ LS10 electrosurgical generator

VLFX8GEN Valleylab™ FX8 electrosurgical generator
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